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Abstract—Sensing plays a crucial role in autonomous and assisted
vehicular driving, as well as in the operation of autonomous drones.
The traditional segregation of communication and onboard sensing
systems in mobility applications is due to be merged using Joint
Communication and Sensing (JCAS) in the development of the 6G
mobile radio standard. The integration of JCAS functions into the
future road traffic landscape introduces novel challenges for the
design of the 6G system architecture. Special emphasis will be placed
on facilitating direct communication between road users and aerial
drones. In various mobility scenarios, diverse levels of integration
will be explored, ranging from leveraging communication capabilities
to coordinate different radars to achieving deep integration through
a unified waveform. In this paper, we have identified use cases and
derive five higher-level Tech Cases (TCs). Technical and functional
requirements for the 6G system architecture for a device-oriented
JCAS approach will be extracted from the TCs and used to
conceptualize the architectural views.

Index Terms—6G, Architecture, JCAS, V2X, U2X

I. INTRODUCTION

In an era marked by the rapid advancement of communication
and radar technologies, research with a prominent focus on
the convergence of these two domains has gained significant
momentum [1]–[3]. This convergence, referred to as JCAS,
stands as a key technological enabler for 6G systems. It holds
the potential for efficient use of scarce spectrum resources,
cost effectiveness, reduced energy consumption by enabling
dual functionality for various applications, such as Intelligent
Transportation Systems (ITS) [4], smart factories, and more.
Depending on the applications, different Convergence Levels
(CLs) have been defined in [5]:

1) Separation (CL1): Communication and radar sensing operate
in stand-alone mode with complete disregard of each other.

2) Coexistence (CL2): Sensing benefits from the hardware
and software developments of 6G communication, e.g., via
scheduling for interference mitigation.

3) Cooperation (CL3): Sensing enabled by wireless connectiv-
ity, as in collaborative radar networks, or communication
enhanced by contextual information from sensing and/or
localization.

4) Integration (CL4): Reuse of communication signals, hardware,
and infrastructure for sensing (partial integration), or joint

design for time- and frequency-concurrent operation of
sensing and communication (deep integration).

Automobiles and drones/Unmanned Aerial Vehicles (UAV)
are prime candidates for the inclusion of JCAS technology.
Their existing communication and radar systems present a
wealth of untapped potential. Since release 14, 3GPP has
standardized Vehicle-to-Everything (V2X) protocols for direct
wireless communication from vehicles to other vehicles and
infrastructure components like Road Side Units (RSUs). This
so-called sidelink reuses the same frequency bands as cellular
links. In the context of 5G, we can thus compare sub-6 GHz
and Millimeter wave (mmWave) sidelink, where the latter entails
higher data rates and spatial precision but also higher attenuation
[1]. However, integrating these technologies comes with its own
set of challenges. These challenges arise from the dynamic
nature of these applications and their environments, stringent
requirements for security and privacy of sensing data, the choice
of integration levels and degrees of coordination, the quest for
optimal performance, the development of specialized hardware
such as antenna concepts, and the aggregation, fusion, and
analysis of complex, often distributed, sensing data. Designing a
system architecture to address these challenges will be essential
in unlocking the full potential of JCAS systems in the evolving
landscape of communication and radar technologies.

To investigate the possibility of incorporating JCAS in 6G
networks, a sole description of a monolithic architecture cannot
meet all requirements, and traceability cannot be ensured in this
way [6], [7]. Therefore, the overall architecture is regarded
concerning various aspects of the system, which involves
identification of potential future applications in the automotive
and drone sectors and documenting the system requirements
associated with them. The rest of the paper is outlined as follows.
Section II summarizes the related work found in literature.
Section III identifies the Tech Cases and describes their system
requirements. Section IV describes the different architecture
views. Lastly, Section V concludes the paper.

II. RELATED WORK

In Release 17, 3GPP has described positioning services to
support verticals and applications with positioning accuracies
better than 10 meters [8]. Currently, the positioning functions
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are located at the 5G Core (5GC) [9], however to fulfill
future application requirements, these positioning functions are
envisioned to be deployed in 6G networks at the edge [10]. Other
functionalities and technological enablers for 6G, such as JCAS,
Digital Twin (DT), Artificial Intelligence (AI), cloud computing
are also needed to fulfill the futuristic mobility and industrial
applications [11], [12]. Various uses cases and their requirements
for JCAS have been described by 3GPP [13] and by the Milestone
Document of the KOMSENS-6G project [14]. A large number of
publications explain the profitable advantages of mmWave and
sub-THz bands in 6G for implementing JCAS at base stations.
In [2], essential system design aspects for the deep integration of
cellular-based JCAS (CL4) are described, with a special focus on
the choice of waveforms for communication-centric radar sensing
and the integration into the existing 5G NR. Another example is
[15], which describes a novel transceiver architecture and frame
structure for CL2 and CL4 JCAS at base stations and a processing
framework. A processing framework relying on mmWave massive
multiple-input multiple-output (MIMO) systems were presented
by [16]. Some publications describe smaller blocks of a JCAS
system architecture, such as [17] which proposes a machine
learning (ML)-based approach that combines knowledge from
a distributed sensor network and knowledge on obstacles to
create an radio environment map (REM) in industrial production
(CL3). Another detailed JCAS CL3 architecture description
for an efficient transmission and secure sharing architecture of
sensing data based on federated learning has been proposed by
[18] and [19]. JCAS variants covered in the literature typically
rely on communication infrastructure, such as base stations. In
contrast to this, we foresee a device-centric development in the
mobility context, where sensing and processing are performed
in end devices with an important use of sidelink communication.
To the best of our knowledge, no comprehensive 6G system
architecture in the JCAS for mobility context has been proposed.

III. RELEVANT TECH CASES AND THEIR REQUIREMENTS

The industrial project ICAS4Mobility has identified 5 broad
TCs that take into account over 20 particular use cases for JCAS
in a mobility context. A brief description of the TCs and their
requirements are provided below.

A. Description of Tech Cases
1) TC-1 - Sidelink Based Aerial Environment Sensing: This

TC applies CL4 JCAS over sidelink for a single drone. The
drone can plot its course and navigate through an unfamiliar
environment without relying on base station coverage. The
fusion of inertial, radar and optical data improves the accuracy
and reliability of sensing, and enhances the ability to identify
and track objects.

2) TC-2 - Collaborative Radar for Terrain and Building
Mapping: In this TC, all sensing requirements of the TC-1
are extended to a collaborating swarm of drones. Raw or pre-
processed data is communicated to a (mobile) control station
on the ground. A primary drone can be used as a multi-static
sensing and communication platform to the ground station.
Central drone management via sidelink communication (CL3)
facilitates the cooperative swarm operation.

3) TC-3 - Identification and Mapping of Non-Cooperative
Radio Emitters: The aim of this TC is to apply CL3

to utilize the radio interface for the purpose of detecting
and localizing foreign radio emitters by fusing observations
made by distributed sensing nodes. This can include both
interfering and non-connected transceivers. Since these
emitters are external (read: non-cooperative), this TC is
clearly distinguished from the emitter localization approach
taken by the 3GPP that only localizes cooperative transmitters.
It is useful to note that the system possesses no knowledge
about the radio transmissions to be localized, i.e. the carrier
frequency, bandwidth, modulation format and access scheme
are unknown.

4) TC-4 - Vehicular-based Communication-centric Sensing:
This TC deploys CL4 JCAS over the sidelink to scan the
wayside and roadside, in addition to conventional radar in
vehicles. The car can provide radar measurement results
to other vehicles or to a centralized SLAM server for a
dynamically updated map of parking lots and of objects
relevant for the maneuvers of vehicles. Due to the limited
bandwidth of the 6GHz sidelink, the concept of Synthetic
Aperture Radar (SAR) could be used for obtaining highly
precise angle estimations of objects along the road.

5) TC-5 - Cooperative Vehicular Radar Sensing: The TC of
cooperative vehicular radar sensing envisions a multi-static
radar system for object detection on the road. This requires
CL3 communication to achieve different collaboration levels
that improve the sensing quality compared to a stand-alone
radar. The TC focuses on the exchange of processed data
between radar nodes and the utilization of 77 GHz radar
hardware, which features mono- or bi-static sensing and
exchange of point clouds.

B. System Requirements
In this section, we state the technical and functional re-

quirements of the previously presented TCs. The later used
requirement verbs represent different classes of requirements:
shall corresponds to absolute mandatory requirements, should
refers to recommended requirements and may addresses optional
ones.
1) Management: The system should accommodate the different

precision requirements for time synchronization between
sensor nodes as required by each integration level (R1).
The system shall also facilitate smart data augmentation
management, allowing for a secure balance between individual
node data usage and collective information from multiple
nodes (R2). Additionally, the system shall ensure data
redundancy in compliance with safety, privacy, and security
standards, specifically following automotive norms such as
ISO 26262 (R3).

2) Infrastructure: The system shall support on-the-edge pro-
cessing of data. This processing may occur on the same node
as the data is generated from, or on nearby (sensing) nodes
that possess the required computational resources (R4). The
system may support a cellular link (R5). The system shall
be capable of operating a 6 GHz antenna with a pattern that
covers the lateral direction of the vehicle (R6).

3) JCAS:
The system shall support a communication protocol to
mitigate interference between sensing nodes, either via
sidelink communication, or via communication with a central



base station (R7). A sensing entity should be able to be tuned
to multiple carrier frequencies and operate at an adaptable
bandwidth to reach CL2 (R8).
The system shall be capable to operate the radar functionality
in a cooperative way where only pre-processed data (point
clouds or object lists) but no raw data is shared (CL3)
(R9). The system shall integrate sensing capabilities into a
communication-capable platform (CL4) to reuse communica-
tion signals, hardware and infrastructure for sensing (R10).

4) Communication:
All entities in the system shall support the transmission
of sensor data labeled with additional meta-data denoting
the properties of the source sensor, as well as support
dynamic radio resource allocation based on current sensing
requirements (R11). The system shall provide sufficient
bandwidth to exchange point clouds and images with
neighboring drones or vehicles (R12). The system may share
sensing results to a centralized server using cellular link or
via sidelink to surrounding vehicles (R13).

5) Sensing:
The system shall support fault-tolerant sensing functionalities
within a node or between cooperative sensing nodes and
provide full-duplex mono-static sensing capability of signal
processing (R14). The sensing node shall be able to detect
radio signals with unknown modulation schemes and provide
a high availability of position measurements when sensing is
used as a replacement of Global Positioning System (GPS)
positioning (R15). The sensing radar shall be capable of SAR
signal processing to detect objects/free space from the ego-
vehicle perspective and may support the ability to be tuned
to multiple carrier frequencies and operate at an adaptable
bandwidth (R16).

6) Processing: The system shall support fusion of both physical
and virtual sensor data from various sensor nodes such as
cameras, including interference dependencies, and detection
of signals through collaborative radars (R17). The system
shall enable distributed data fusion among cooperating sensing
nodes (R18).
The system should efficiently classify detected emitters based
on radar illumination and sensor observations (R19). It
shall reliably detect and classify objects within defined size
and range criteria, while also detecting and localizing non-
cooperative electromagnetic emitters, such as radars and
communication devices (R20).
The system shall localize detected emitters, signals within a
node through areal environment sensing, and radar signals
between cooperative sensing nodes (R21). It shall provide
mapping based on areal environment sensing and receive high-
resolution maps for Simultaneous Localization and Mapping
(SLAM) (R22). Additionally, the system shall perform in-
vehicle SLAM processing to dynamically update maps and
enhance the precision of the ego vehicle and its trajectory
(R23).

7) Privacy and Security:
The system shall provide (long-term) integrity, confidentiality,
authenticity, and privacy-preserving data processing (R24).
It shall be compliant with the European General Data
Protection Regulation (GDPR) (R25), shall provide a Public-

key Infrastructure (PKI), and shall ensure use-case-aware and
long-term security and privacy (R26).

IV. ARCHITECTURE VIEWS

From the investigation of the TCs presented in the previous
section, we see that a system architecture capable of supporting
the associated requirements must be designed with flexibility,
robustness and security in mind. Therefore, we propose various
architectural perspectives, including Node, Functional, Data Flow,
and Privacy and Security, which are described below.

A. Node-View
The node view on the architecture, which is depicted in Fig. 1,

represents the physical components of the architecture. The
proposed architecture partly combines existing systems into a
system of systems interacting by using communication links.

In the following, a detailed overview of the components of
the node architecture is provided.
1) Vehicle: Vehicles play a pivotal role as a connected and

intelligent entity within the broader transportation ecosystem
(R10). The vehicle’s integration of radar sensing, 6G mobile
communication, and sidelink capabilities transforms it into
an intelligent, data-sharing entity that enhances both its own
operational efficiency and the overall safety and efficiency
of the transportation system (R3).

2) Drone: Similarly to vehicles, drones can be equipped with
various sensor types, including cameras, Light Detection
and Ranging (LiDAR), and radar sensors (R14, R16). The
acquired data can be transmitted to the central system or
nearby RSUs or directly between them or other vehicles via
communication links (R13). Drones can serve as controllable
communication relays in areas with poor network coverage
(R12) by establishing temporary communication links.

3) RSU: RSUs are crucial components in modern ITS designed
to enhance road safety and traffic efficiency [4]. In the scope
of this architecture, the RSU is equipped with radar sensing
technology and utilizes both traditional mobile and sidelink
communications (R5, R13). In this context, the RSU uses
sidelink communication to establish direct connections with
nearby vehicles equipped with compatible communication
systems.

4) Mobile Edge Computing (MEC): Edge computing resources
are co-located with base stations and enable real-time data
processing [20], low-latency decision-making, and improved
system resilience (R2, R4, R17, R22). If a group of vehicles
or drones is outside the range of the nearest base station, a
mobile co-located solution can provide computing resources
for data processing while the group of vehicles is separated
from the base station. Even if the central cloud server
experiences a disruption, edge devices can continue to operate
and communicate with each other, ensuring that critical
functions are still available (R14).

5) Radar Object: Radar objects are physical objects like
vehicles, pedestrians, or obstacles, that reflect the signals
emitted by radar sensors such that the system can detect
and continuously track the objects’ positions, speeds, and
trajectories (R9). Each radar object is represented as a
data entity with attributes such as position, velocity, and
possibly additional characteristics like size or reflectivity.
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Fig. 1. This Figure illustrates the combined Node and Data-flow views of the proposed architecture. The different types of sensing nodes are illustrated with dotted
lines signifying the radar transmissions. The thick arrows signify the flow of sensing data long with relevant meta-data.

These attributes are continuously updated as the radar sensor
receives new data about the radar objects (R18, R21, R23).

Furthermore, sensing nodes can operate individually or in a
co-operative manner by forming groups of collaborative nodes.
In a co-operative setups, one or more node(s) are appointed the
leader and facilitate communication with the infrastructure for
all nodes within the group.

B. Functional-View

The functional view (see Figure 2) aims to describe the
required system blocks for device-driven JCAS functionalities.
It interconnects the network layer, the application layer and the
infrastructure layer as outlined in the node-view. Furthermore,
these layers interact with the privacy and security block, detailed
in the Privacy and Security subsection. The requirements from
our TCs are fulfilled by the following five main functional blocks,
along with the interaction between the layers.
1) Management: Management block is responsible for End-to-

End (E2E) wireless network, including assignment, control,
management and reporting of devices, services and infras-
tructure alike. For example, this block is responsible for time
synchronization (R1), smart data augmentation (R2), data
redundancy amongst sensor nodes (R3). Moreover, it also
ensures that all devices included in the system comply to
local and international laws and standards (R3).

2) Communication: Communication block is responsible for
transmission of messages between sensing nodes and wireless
network infrastructure to ensure application-specific latency
and Quality-of-Service (QoS) requirements. This includes,
but is not limited to, routing of messages, interference
management, resource management, waveform generation.
Depending on the message type (Cooperative Awareness
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Fig. 2. The depicted functional view image is divided into the infrastructure
layer, network layer and application layer. The functional view consists of the
blocks: Management, Processing, Communication, Sensing, Privacy and Security,
as well the JCAS block, marked in red.

Messages (CAMs), point clouds, meta data, object lists) and
requirements of the sensing nodes, this block will dynamically
allocate bandwidth, time slots and frequencies to enable
different V2X/UAV-to-Everything (U2X) communication
modes (R12, R13).

3) Sensing: The sensing block monitors the physical environ-
ment via a variety of sensors like LiDAR, cameras, radars.
The radar sensing subsystem is capable of working with



mono-/bi-/multi-static configurations (R14). Depending on
the application the operational parameters like frequency,
bandwidth and modulation schemes are dynamically adjusted
(R14). Moreover, it includes signal processing techniques for
SAR imaging via a sidelink channel (R15).

4) Processing: This block includes three closely integrated sub-
blocks, namely data repository, data processing and virtual
entity. Data repository is responsible for the collection of real-
time data from sensing nodes and infrastructure for storage
in heterogeneous databases. Data Processing refers to AI and
statistical models leveraged to perform analysis, prediction,
emulation, diagnosis, localization, mapping (SLAM), clas-
sification, and fusion for various application scenarios by
using stored data from the data repository. Depending on
the application and scenario requirements, different AI and
statistical models can be instantiated, trained, updated and
stored for future use (R17, R18, R19, R20, R21, R22, R23).
Virtual entity is an added functionality that provides a safe
virtual environment for simulations and could be evolved
into a DT.

5) JCAS: JCAS enables functionality such as cooperative
sensing, interference management, sidelink SAR, and dual
usage of waveforms for both communication and sensing.
This functionality allows for the use of both communication-
centric sensing and sensing-centric communication at different
integration levels by reusing hardware, signals, and spectrum
resources, depending on the application (R7, R8, R9, R10).

C. Data-Flow
The Data-Flow view describes the generation and transmission

of data at a sensing node that is either processed locally
or transmitted to other entities within the system for further
processing or data fusion. This architecture view characterizes
the different kinds of signals and data that should be exchanged
between different entities in the node view to enable JCAS
functionality. Our architecture proposes three different kinds of
data between entities, namely:
1) Sensing Data: Sensing data includes radar observations made

by a sensor node along with relevant meta-data required to
process this data at a fusion center or within a collaborating
node (R9, R14, R18). Due to the different kinds of data
generated and shared for each TC in Section III, we define a
generalized sensing data-flow labelled SD-X between nodes
in Figure 1. This abstract description is specified based on
the level of pre-processing the data has undergone before
further transmission. Examples for the type of data described
by each level are given in the table in Figure 1.
Every sensing data-flow is accompanied in Figure 1 by meta-
data (labelled SD-MD) that contains information required to
further utilize the sensing data, e.g. time-stamps or sensing
node configuration (R1, R2, R16).

2) Control Signals: Control signals contain information that
configure the sensor nodes and originate either from the 6G
infrastructure or from leader nodes in a collaborative sensing
setup (R7, R10). They may include parameters that define the
required radar resolution or numerology used in the Physical
(PHY) layer.

3) Synchronization Signals: These signals enable synchro-
nization between collaborating radar nodes, and are further

classified based on the synchronization precision required
between nodes for the specific TC (R1). The precision
required further depends on the functionality they enable:
Class 1: Time-stamping of data for further processing
Class 2: MAC Frame synchronization
Class 3: TX-RX Clock synchronization

D. Privacy and Security
The privacy and security architecture view describes the

principles that are applied to resist the threats opposed by
vehicles and drones, equipped with strong sensing capabilities,
operating in public areas. This threat is mostly raised by the
fact that modern radar technologies can biometrically identify
people, [21]–[23], and even recognize (through-wall) human
movement and behavior [24], [25]. Furthermore, the architecture
addresses security (and thus safety) risks. Those are, among
others, manipulations regarding the collection, transmission, or
processing of sensing data. Or through directly attacking the
system using, for instance, network attacks, denial of service
attacks, or quantum computer attacks. We propose the following
components and principles.
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Fig. 3. This Figure illustrates the security and privacy architecture. The green
boxes are the applied principles, aligned with the grey boxes taken from the
functional view in Figure 2.

1) Privacy Controls: Meeting the requirements of data security
and data protection necessitates the implementation of a set
of security and privacy (S&P) controls. These controls ensure
that data is processed securely and in compliance with GDPR
regulations (R25).

2) Access Control: In our architecture (following the 3GPP
service-based architecture design), a single interface is
foreseen for access to sensor data, facilitating the management
of data requests. The policy-driven decisions regarding the
access to sensor data as well as the S&P controls to be
applied are contingent on factors such as data granularity,
sensitivity, intended use, and the requesting entity (R25).

3) (Post-Quantum) Cryptography: Therefore, an important
first step involves the establishment of identities and corre-
sponding access control mechanisms. Those are fortified with
cryptographic security measures against attacks issued both
by classical and quantum adversaries, as functionalities that
provide authentication and authenticity (R24, R26).

4) Tranparency: One core principle of GDPR is transparency,
ensuring that the affected human knows the collecting entity
and the purpose of collection. In the context of JCAS,



transparency can be improved by utilizing the communication
means of JCAS to communicate the transparency information,
for instance via broadcasting the information (R25).

5) Consent: Consent is one way to allow the processing of
personal data, which is forbidden by GDPR. Its applicability
for JCAS needs to be analyzed from legal and technical
perspectives. To foster research, we propose a dynamic system
where users’ privacy policies are communicated in real-time,
supporting users to enforce their data-sharing preferences.
This raises several questions such as feasibility, how to
implement such controls, and are those solutions in line with
GDPR (R25).

6) Data Minimization: Our architecture puts a strong em-
phasis on data protection principles, with a focus on data
minimization. This minimization is achieved by processing
data as close to the sensor as possible, not only to conserve
bandwidth and technical resources but also to enhance privacy.
Data minimization can be achieved by applying advanced
technologies such as machine learning, federated learning, or
the usage of Open Radio Access Networks (O-RAN). In cases
where on-device data processing is not feasible, alternative
techniques such as data obfuscation, generalization, and noise
injection should be considered (R24, R25, R26).

7) Context Awareness: Lastly, ensuring data privacy requires
a profound understanding of context. This entails making
informed decisions about which data is pre-processed and dis-
closed to whom, in accordance with users’ privacy preferences.
(R26) Achieving this context awareness is a multifaceted
challenge that needs comprehensive investigation.

V. CONCLUSION

This paper propose a general system architecture for the 6G
network in the context of future automotive and aerial drone
mobility. We identify different TCs and characterize their system
requirements. We also provide different architectural views,
namely node-view, functional-view, data-flow, and privacy and
security view, and defined all the individual entities belonging to
each view. Furthermore, the system requirements are numbered
and traced through the different architecture views to highlight
that the different views not only conform to the requirements of
the TCs, but also provide enough flexibility to scale and add
other functionalities to the system.
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